_____Using R on Amazon EC2 under the Free
Usage Tier

1. Go to the homepage for Amazon Web Services, ‘aws.amazon.com’. Sign up by clicking the ‘Sign Up Now’ button on
the right.
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2. Create a new Amazon account, or log in to an existing account.
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Sign In or Create an AWS Account

You may sign in using your existing Amazon account or you can create a new account by selecting "I am a
new user."

My e-mail address is |oococoo@gmail.com

I am a new user.

@ Iam a returning user
- and my password is:

asssssssanans

Sign in using our secure server g-
Forgot vour password?

Has vour e-mail address changed?

Learn more about AWS Identity and Access
Management and AWS Multi-Factor Authentication,
features that provide additional security for your
AWS Account.

About Amazon.com Sign In

Amazon.com Sign In allows you to log in to applications that use Amazon technology using your Amazon.com account. To protect your
information, you should enly enter your Amazon.com e-mail address and password into a web site if the address of the site is on the
Amazon domain (see your browser address bar to check this). ¥ou can find out about how your personal information is protected in cur
Privacy Motice.
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3. You will need to provide credit card information, even if you only plan on using the Free Usage Tier.
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Your credit card will not be charged until you begin using AwWS, and many of your applications and uses of AWS may be able
to operate within the AWS free usage tier. If your monthly usage goes beyond the free tier, your AWS service charges will
be billed to the credit card you provide below. View detailed service pricingl®

m

required fields
Credit Card": 'gelect card type

Card Number":

Cardholder's Name ":

Expiration Date : g3 |Z| 2011 B

Select the billing address associated with your credit card.
@ Use my contact address as my billing address
(1556 Jones Dr Unit B, &nn Arbar, M1 48105, US, (612) 360-0774)

Enter a new address

Continue QZ'

Privacy Paolicy | Customer Agreemen t “

4. Provide a telephone number. You will be called and given a PIN number which will be used to verify your identity.
When this step is finished, you have an account. Click ‘Continue’ to go back to aws.amazon.com homepage. Log in to
AWS by clicking the ‘Sign in to the AWS Management Console’ link on the aws.amazon.com homepage.
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In order to complete the sign up process, we will need to verify your identity.

After you provide a telephone number where you can be reached below, you will then be called immediately by an
automated system and prompted to enter the PIN number over the phone. Once completed, you'll be able to proceed to
review your account details. Please follow the 3 simple steps below.

3. Identity verification complete

Your identity has been verified successfully

Continue 9
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5. You are now in the AWS Management Console. Under the ‘EC2’ (Electronic Cloud Computing) tab, click the ‘Launch
Instance’ button.
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i i i You are using the following Amazon EC2 resources
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server, known as an Amazon EC2 instance.
INSTANCES
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6. Choose an instance. Starred instances are free (part of the Free Usage Tier). Select the ‘Basic 64-bit Amazon Linux
AMI 2011.02.1 Beta'.

Request Instances Wizard Cancel [X

CHOOSE AN AMI

Choose an Amazon Machine Image (AMI) from one of the tabbed lists below by clicking its Select button.

m| My AMIs || Community AMIs

Basic 32-bit Amazon Linux AMI 2011.02.1 Beta (AMI Id: ami-8c1fece5)
Amazon Linux AMI Base 2011.02.1, EBS boot, 32-bit architecture with Amazon _
EC2 AMI Tools. W LSekd 14

Root Device Size: 8 GB

Basic 64-bit Amazon Linux AMI 2011.02.1 Beta (AMI Id: ami-8elfece?)
Amazon Linux AMI Base 2011.02.1, EBS boot, 64-bit architecture with Amazon
EC2 AMI Tools. P [ Seled 14

Root Device Size: 8 GB

Red Hat Enterprise Linux 6.1 32 bit (AMI Id: ami-0cbb4255)
Q rednat  Red Hat Enterprise Linux version 6.1, EBS-boot, 32-bit architecture. Select 12
Root Device Size: 7 GB

Red Hat Enterprise Linux 6.1 64 bit (AMI Id: ami-5e837b37)
’ redhat  Red Hat Enterprise Linux version 6.1, EBS-boot, 64-bit architecture. Select 12
Root Device Size: 6 GB

SUSE Linux Enterprise Server 11 64-bit (AMI Id: ami-e4a3578d)
SUSE Linux Enterprise Server 11 Service Pack 1 basic install, EBS boot, 64-bit
Ehemme”  architecture with Amazon EC2 AMI Tools preinstalled; Apache 2.2, MySQL 5.0,
PHP 5.3, Ruby 1.8.7, and Rails 2.3.
Root Device Size: 15 GB

Y Free tier eligible if used with a micro instance. See AWS free tier for complete details and terms.

7. Next, specify ‘Instance Details’. Keep all defaults. (Note: the Free Usage Tier is for Micro Instances only.) Click
‘Continue’ at successive screens.



Request Instances Wizard Cancel %/

CHOOSE AN AMI INSTANCE DETAILS

Provide the details for your instance(s). You may also decide whether you want to launch your instances as "on-demand” or
"spot” instances.

Number of Instances: Availability Zone: 'No Preference [~

Instance Type:

|Micr0 (t1.micro, 613 MB) v|

@ Launch Instances

EC2 Instances let you pay for compute capacity by the hour with no long term commitments. This transforms what are
commonly large fixed costs into much smaller variable costs.

© Request Spot Instances

Launch Instances Into Your Virtual Private Cloud

Request Instances Wizard Cancel [x]

CHOOSE AN AMI INSTANCE DETAILS

Number of Instances: 1

Availability Zone: No Preference

Advanced Instance Options

Here you can choose a specific kernel or RAM disk to use with your instances. You can also choose to enable CloudWatch
Detailed Monitoring or enter data that will be available from your instances once they launch.

Kernel ID: Use Default |« RAM Disk ID: Use Default ||

Monitoring: Enable CloudWatch detailed monitoring for this instance
(additional charges will apply)

User Data:
@as text

Das file

base64 encoded

Termination = . . . L
Protection: Prevention against accidental termination.

ﬂﬁ;‘;‘;‘;‘:ﬂ ﬂ Choose the behavior when the instance is shutdown from within the instance.

Provide a descriptive name for this Instance (here, ‘Micro Instance with R Self Build’). Click ‘Continue’.

Request Instances Wizard Cancel %/

CHOOSE AN AMI INSTANCE DETAILS

Add tags to your instance to simplify the administration of your EC2 infrastructure. A form of metadata, tags consist of a
case-sensitive key/value pair, are stored in the cloud and are private to your account. You can create user-friendly names
that help you organize, search, and browse your resources. For example, you could define a tag with key = Name and wvalue
= Webserver. You can add up to 10 unique keys to each instance along with an optional value for each key. For more
information, go to Using Tags in the EC2 User Guide.

Key (127 characters maximum) Value (255 characters maximum)

Name Micro Instance with R Self Build

Add another Tag. (Maximum of 10)




8. Create a new Key Pair. Provide a name for the new key pair (here, ‘newkey’). Click ‘Create & Download your Key Pair’.

Request Instances Wizard Cancel [%

CHOOSE AN AMI INSTANCE DETAILS CREATE KEY PAIR

Public/private key pairs allow you to securely connect to your instance after it launches. To create a key pair, enter a name and

click Create & Download your Key Pair. You will then be prompted to save the private key to your computer. Note, you only
need to generate a key pair once - not each time you want to deploy an Amazon EC2 instance.

© Choose from your existing Key Pairs

@ Create a new Key Pair

1. Enter a name for your key pair:* |newkey | (e.g., jdoskey)

2 . Click to create your key pair:*

% Create & Download your Key Pair

=) Save this file in a place you will

" remember. You can use this key pair to
launch other instances in the future or visit
the Key Pairs page to create or manage
existing ones.

© Proceed without a Key Pair

9. Create a new Security group. Port 22 should already be selected. Add a Group Name (here, ‘basic’) and Group
Description (here, ‘22 open for SSH’). Click ‘Continue’.

Request Instances Wizard Cancel

CHOOSE AN AMI INSTANCE DETAILS CREATE KEY PAIR CONFIGURE FIREWALL

Security groups determine whether a network port is open or blocked on your instances. You may use an existing security group,
or we can help you create a new security group to allow access to your instances using the suggested ports below. Add
addional ports now or update your security group anytime using the Security Groups page.

© Choose one or more of your existing Security Groups

® Create a new Security Group

Group Mame |hagic

Group Description |22 open for SSH

Inbound Rules

Create a | Custom TCP rule Tcp

new rule: .
Port (Service)

Port range: |

22 (SSH) 0.0.0.0/0 Delete
{e.q., 80 or 49152-65535)

Source: |[]_[J_[]_[]m

(e.g., 192.168.2.0/24, =g-47ad482e, or
1234567890/default)

2P Add Rule

10. The Instance is now launching. Click ‘View your instances on the Instances page’.

Launch Instance Wizard Cancel [

Your instances are now launching.
Note: Your instances may take a few minutes to launch, depending on the software you are running.

> View your instances on the Instances page

Other AWS Features

Spot Instances Reserved Instances Suse Linux Instances

Spot Instances enable customers to

lower their Amazon EC2 costs by up to
75% by bidding on unused capacity and
running instances for as long as the
maximum bid exceeds the current Spot
Price.

»> Go to Amazon EC2 Spot Instances

Reserved Instances provide substantial
savings over On-Demand instances and
ensure that the capacity you need is
available to you when required.

> Go to Amazon EC2 Reserved
Instances

Suse Linux instances are a proven
platform with superior reliability and
security and are automatically kept up
to date with Novell's security patches,
bug fixes and new features.

» Go to Amazon EC2 running SUSE
Linux




11. If using a Windows machine, you will need to SSH (secure shell) to your Amazon EC2 instance using a free tool called
‘PUTTY’. Go to the PuTTy homepage at www.chiark.greenend.org.uk/~sgtatham/putty/download.html. Click ‘putty.exe’
and ‘puttygen.exe’ to download the necessary binaries.

C M @ www.chiark.greenend.org.uk/~sgtatham/putty/download.htm | oa A
PuTTY Download Page

Home  Licence FAQ Docs Download EKews | Links
Wiirrors | Updates | Feedback | Changes | Wishlist | Team

Here are the PUTTY files themselves:

PuTTY (the Telnet and S5H client itself)

P3CP (an SCP client. i.e. command-line secure file copy)

PSFTP (an SFIP client, i.e. general file transfer sessions much like FTP)
PuTTYtel {a Telnet-only client)

Plink {a command-line intetrface to the PuTTY back ends)

Pageant {an S5H authentication agent for PuTTY, PSCP, PSFTP, and Plink)
 PullY¥gen (an BESA and DSA key generation utility]).

m

LEGAL WARNING: Use of PuTTY, PSCP, PSFIF and Plink is illegal in countries where encryption is outlawed. I believe it is legal to use PuTTY, PSCP, PSFIP and Plink in England and Wales and in many other
countries, but [ am not a lawyer and so if in doubt vou should seek legal advice before downloading it. You may find this site useful {it's a survey of cryptography laws in many countries) but I can't vouch for its
correctness.

Use of the Telnet-only binary (PuT T YVtel) is unrestricted by any cryptography laws.

The files we offer below are cryptographically signed. We also supply cryptographically signed lists of MD3 checksums. To download our public keys and find out more about our signature policy, visit the Kews
page. If vou need a Windows program to compute MD5 checksums. vou could try the one at this site. (This MD35 program is also cryptographically signed by its author.)

Binaries

The latest release version (beta 0.60). This will generally be a version [ think is reasonably likely to work well. If vou have a problem with the release version, it might be worth trying out the latest development
snapshot (below) to see if I've already fined the bugz, before reporting it to me.

For Windows on Intel x86

PuTTY: putty.exe (orbyv FTF (BSA sig (DSA sig

PuTTVtel: puttytel exe (or by FTP) (BSA siz) (DSA siz)

PSCP: pscp.exe (or by FTP) (REA siz) (DSA sig)

PSFTIP: sftp exe (or by FTP) (FSA siz) (DSA sig)

Plink: plink. exe (or by FTP) (RSA sig) (DSA sig)

Pageant: pageant exe (or by FTF (BSA sig (DSA sig

PuTTIYgen: puttvgen. exe (or by FTF (BSA si; (DSA =i

A ZIP file containing all the binaries {except PuTTYtel), and also the help files

Zip file: putty.zip (or by FTP) (REA siz) (DA sig)

A Windows installer for everything except PuTTYtel -

12. Open ‘puttygen.exe’. Go to the ‘Conversions’ tab and select ‘Import Key’. Search for and select the key pair created
in step 9 (named ‘newkey.pem’). Click ‘Save private key’ (here, this is saved as ‘newkey.ppk’). You will be prompted to
add a passphrase; it is not mandatory to add a passphrase.

E2 PuTTY Key Generator S || B2 PuTTY Key Generator £
File Key Conversions Help File Key Conversions Help
Key Key
Mo key. Public key for pasting into OpenSSH authorzed_keys file:
sshsa

AAAABINzaClyc2EAAAADAGABAAABAL DARgDDAmg g LOigluwskt YFTuS UiSo 586
REGGMwGE1 Uc8/8G L Ebleetlc FLAFC21620G Kzl EX 2aqaqil F6G+MJDEYLAFMR3ID6E=3
tibrahd UrD EZ¥.8g M 3g g FINR YA Gm DEX5Chtmf HJEck DzWh SthRBEKAFGff Lsu RO

m| »

+paaa+WePXX¥Ls)2wuunM -
t £ Keyy fingerprint ; ssh-rsa 2048 do:6o 22 2c.87.83.cV 44e7ad el . 76bbebSd.al

Key comment: imported-opensshtey

Key passphrase:

Corfirm passphrase:

Actions Actions
Generate a public/private key pair I Generate I Generate a public/private key pair
Load an existing private key file | Load I Load an existing private key file Load
Save the generated key Save public key Save private key Save the generated key Save public key | | Save private key |
Parameters Parameters
Type of key to generate: Type of key to generate:
~1 55H-1 (RSA) @ 55H-2 RSA 1 55H-2 DSA S5H-1 (RSA) @) 55H-2 RSA S5H-2 DSA
MNumber of bits in a generated key: 1024 Mumber of bits in a generated key: 1024

13. Open ‘putty.exe’. On the left, navigate to ‘Connections/SSH/Auth’. In the ‘Private key file for authentication’ field,
browse to the location of the saved key (here, ‘newkey.ppk’) from the last step. Next, on the left, navigate to ‘Session’.
In the ‘Host Name for IP address’ field, enter the Public DNS (Domain Name System) from your AWS management
console (see detailed instructions below on how to find the Public DNS). Click ‘Open’.


http://www.chiark.greenend.org.uk/~sgtatham/putty/download.html

1 B8 PuTTY Configuration % ] #2 PUTTY Configuration —
Categony: Category:
= Terminal - Options controling 55H authentication =I- Session Basic options for your PuTTY session
- Keyboard i Logai . -
- Bell Bypass authentication entirely (S5H-2 only) i Terrninilgmg Specify the destination you want to connect to
.. Features P ethod .. Keyboard Host Mame {or IP address) Paort
= Window SrHCEton MEthecs Bl Lc2-184-73-106-238 compute-1.amazon: 22
. Appearance | Attempt authentication using Pageant | - Festures Connection type
f - Behaviour Attempt TIS or CryptoCard auth I'SSH__1} ! = Window Raw Telnet Rlogin @ S5H Serial
.. Translatian | Attempt "keyboard-interactive” auth (S5H-2) .. Appearance
] . Selection 1 Behavi Load, save or delete a stored session
Authertication parameters - BEnaviour ]
- Colours ] . Translation Saved Sessions
=-- Connection Allow agent forwarding - Selection
S Allow attempted changes of usemame in 55H-2 I
Data : : S C':'I':'!"rs Default Settings | Load |
- Prosgy Private key file for authentication: =) Connection
Telnet ChUsers KevintDownloads'newkey ppk | Browse... - Data | Save |
Rlogin - Proxy —
T S:SH - Telnet | Delete |
Kex - Rlogin
L Auth .. SSH
e tT,?Y ' _|AW| i. i
L M1 Senal Close window on exit:
Tunnels Always MNewver @) Only on clean exit
8 A Bugs -
About Open | | Cancel | | About | | Open | | Cancel |
L . . y

To find the Public DNS, go to your AWS management console as shown below. Check the box to the left of the newly
created instance (here, named ‘Micro Instance with R Self Build” in Step 7). Details, including the Public DNS, will display.
Copy this to the ‘Host Name for IP address’ field shown above, right.

c ﬁ‘ 9 https)//console.aws.amazon.com/ec2/home#s=Instances ‘f,\? a ‘\
aws.amazon.com AWS | Products | Developers | Forums | Support | Account Welcome, Kevin H Just Settings Sign Out
Elastic Beanstalk | S3 VPC CloudWatch | Elastic MapReduce CloudFront | CloudFormation | RDS SNS IAM
|
Region: §2 Launch Instance Instance Actions | « L Show/Hide %, Refresh & Help
= US Fast (Virgine) viewing: All Instances |Z| All Instance Types |Z| 1to 1 of 1 Instances
» EC2 Dashboard Name Instance AMI ID Root Device Type Status Security Groups  Key Pair Na
INSTANCES ¥ Micro Instance with R Self Build 2l i-26b65fT ami-8e1fece’ ebs t1.micro ‘W) running basic newkey
»
> Spot Requests
> Reserved Instances Security Groups: basic Type: tl.micro o
IMAGES Status: running Owner: 080043784966
> AMIs VPC ID: - Subnet ID: -
> Bundle Tasks Source/Dest. Check: Virtualization: paravirtual
ELASTIC BLOCK STORE Placement Group: Reservation: r-f21af29d
> Volumes RAM Disk ID: - Platform: - =
> Snapshots Key Pair Name: newkey Kernel ID: aki-427d952b
NETWORKING & SECURITY Monitoring: basic AMI Launch Index: 0
» Security Groups Elastic IP: - Root Device: sdal
> Elastic IPs N
. Placement Groups Root Device Type: ebs Tenancy: default
> Load Balancers Lifecycle: normal
> Key Pairs Block Devices: sdal
Public DNS: ec2-184-73-106-238.compute-1.amazonaws.com
Private DNS: ip-10-88-165-23.ecZ.internal
© 2008 - 2011, Amazon Web Services LLC or its affiliates. All right reserved Feedback New! Support Privacy Policy Terms of Use An amazon.com. company

14. Click “Yes’ when the following box displays as this will be the first time logging into this server.

(]
[41]

% a

[ save [ [ e

C M © www.travisnelson.net/2011/05/04/accessing-

[ i Data | [Lucid

EP ec2-184-73-106-238.compute-1.amazonaws.com - PuTTY

=)

PuTTY Security Alert

The server's host key is not cached in the registry. You
# . have no guarantee that the server is the computer you
think it is.

The server's rsa2 key fingerprint is:

sch-rsa 2048 52:3b:44:32:8are0ie3:23:40: chiafiad O THicfi3a
If you trust this host, hit Yes to add the key to

PuTTY's cache and carry on connecting.

If you want to carry on connecting just cnce, without
adding the key to the cache, hit Mo,

If you do not trust this host, hit Cancel to abandon the
connection,

m

Yes Cancel

15. Log in using the default user for the instance, ‘ec2-user’. You are now in the Cloud.



ec2-user@ip-10-88-165-23%:~ b= B

16. To install R inside the Cloud, type the following lines of code.

cd fopt

sudo mkdir R

cd R

sudo wget http://cran.at.r-project.org/src/ba=se/R-2/R-2.13.0.tar.qg=
sudo tar —xvf R-2.13.0.tar.g=

sudo rm —-f R-2.13.0.tar.g=

Whenever prompted with ‘Is this ok [y/N], enter ‘y’.

sudo yum install gcc

sudo yum install goc-—c++

sudo yum install goo—gfortran
sudo yum install readline-devel
sudo yum install make

cd R—2.13.0/

sudo ./confiqure --with-x=no

sudo make
The line ‘sudo make’ will take about 30 minutes to run.

export PATH=SPATH:/opt/R/R-2.13.0/bin

The next line let’s you see if everything worked correctly,

R ——version



ecZ-user@ip-10-88-165-23:/opt/R/R-2.13.0 ' | B

Open R by typing ‘R’, and you are ready to use R in the Cloud.

Sources

http://www.r-bloggers.com/ec2-micro-instance-of-rstudio/

http://www.travisnelson.net/2011/05/04/build-instructions-for-r-on-amazon-ec2/

http://www.travisnelson.net/2011/05/04/accessing-your-ec2-instance-from-windows-using-putty/
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